
Janusnet assists

(✔ yes or partially, with 

number of elements per 

section shown in brackets)

Partially (4)

✔ (6)

Partially (1)

✔ (1)

Partially (2)

✔ (3)

Partially (1)

Partially (2)

✔ (1)

Partially (2)

✔ (2)

Partially (1)

Partially (1)

✔ (2)

Partially (1)

Partially (3)

11 – Cyber Security

An organisation establishes, implements and maintains Information Communications Technology 

(ICT) security controls.

 6 – Information Security Incident Management

An organisation establishes, implements and maintains an information security incident 

management process and plan relevant to its size, resources and risk posture.

3 – Information Security Risk Management

An organisation utilises its risk management framework to undertake a Security Risk Profile 

Assessment to manage information security risks.

VPDSS ELEMENTS

1 – Security Management Framework

An organisation establishes, implements and maintains an information security management 

framework relevant to its size, resources and risk posture.

2 – Information Security Value

An organisation identifies and assesses the security value of public sector information.

4 – Information Access 

An organisation establishes, implements and maintains an access management process for 

controlling access to public sector information.

 5 – Information Security Obligations

An organisation ensures all persons understand their responsibilities to protect public sector 

information.

10 – Personnel Security

An organisation establishes, implements and maintains personnel security controls addressing all 

persons continuing eligibility and suitability to access public sector information.

7 – Information Security Aspects of Business Continuity and Disaster Recovery 

An organisation embeds information security continuity in its business continuity and disaster 

recovery processes and plans.

8 –Third Party Arrangements 

An organisation ensures that third parties securely collect, hold, manage, use, disclose or transfer 

public sector information.

9 – Information Security Reporting to OVIC 

An organisation regularly assesses its implementation of the Victorian Protective Data Security 

Standards (VPDSS) and reports to the Office of the Victorian Information Commissioner (OVIC).

Contact the Janusnet sales team to ask about a VPDSS configuration ready to install 

on 02 8004 9300 or sales@janusnet.com

12 – Physical Security 

An organisation establishes, implements and maintains physical security controls addressing 

facilities, equipment and services


